Приложение №1

к Приказу № 24 от 26.05.2017 г.

(в редакции приказа №27 от 08.12.2017 г.)

**Политика общества с ограниченной ответственностью «Леон» в отношении обработки и защиты персональных данных.**

**1. Общие положения**

1.1. Настоящая политика общества с ограниченной ответственностью «Леон» в отношении обработки и защиты персональных данных (далее - Политика) разработана в соответствии со статьей 18.1 Федерального закона от 27.07.2006 № 152-ФЗ «О персональных данных» (далее – Федеральный закон № 152-ФЗ) и определяет основания и принципы обработки персональных данных обществом с ограниченной ответственностью «Леон» (далее – Общество), состав и перечень мер, применяемых Обществом для обеспечения безопасности персональных данных, иные аспекты, необходимые для обработки и защиты персональных данных.

1.2. Настоящая Политика действует в отношении всех персональных данных, полученных от работников Общества и от клиентов Общества, в том числе участников азартных игр.

**2. Основания обработки, цели и принципы обработки персональных данных**

2.1. Обработка персональных данных в Обществе осуществляется в соответствии с требованиями:

- Федерального закона от 27.07.2006 № 152-ФЗ «О персональных данных»;

- Федерального закона от 07.08.2001 № 115-ФЗ «О противодействии легализации (отмыванию) доходов, полученных преступным путем, и финансированию терроризма»;

- Федерального закона от 29.12.2006 № 244-ФЗ «О государственном регулировании деятельности по организации и проведению азартных игр и о внесении изменений в некоторые законодательные акты Российской Федерации»;

- Трудового кодекса Российской Федерации;

- Налогового кодекса Российской Федерации;

- Постановления Правительства Российской Федерации от 23.08.2007 № 540 «О составе и порядке представления организатором азартных игр сведений, необходимых для осуществления контроля за соблюдением требований законодательства о государственном регулировании деятельности по организации и проведению азартных игр»;

- Постановления Правительства Российской Федерации от 27.01.2014 № 60 «Об утверждении Правил ведения в букмекерских конторах и тотализаторах учета участников азартных игр, от которых принимаются ставки на официальные спортивные соревнования, и Правил представления в Федеральную налоговую службу данных учета в букмекерских конторах и тотализаторах участников азартных игр, от которых принимаются ставки на официальные спортивные соревнования»;

- Постановления Правительства Российской Федерации от 01.11.2012 № 1119 «Об утверждении требований к защите персональных данных при обработке в информационных системах персональных данных»;

- иных нормативно правовых актов Российской Федерации, регулирующих вопросы сбора и обработки персональных данных.

2.2. Обработка персональных данных в Обществе осуществляется в ходе трудовых и иных непосредственно связанных с ними отношений, в которых Общество выступает в качестве работодателя (глава 14 Трудового кодекса Российской Федерации), в связи с реализацией Обществом своих прав и обязанностей как юридического лица.

2.3. В связи с осуществлением деятельности по организации и проведению азартных игр в букмекерской конторе и тотализаторе сбор и обработка персональных данных осуществляется Обществом в целях:

- идентификации и регистрации клиентов, в том числе, участников азартных игр;

- участия в бонусной программе;

- приема денежных средств (ставок) от участников азартных игр;

- выдачи и использования обменных знаков игорного заведения участниками азартных игр;

- выпуска и использования карты участника азартной игры, бонусной (накопительной) карты участника азартных игр;

- принятия интерактивных ставок, учета переводов интерактивных ставок участников азартных игр;

- выплаты выигрышей участникам азартных игр, осуществления переводов выигрышей, полученных по интерактивным ставкам;

- осуществления консультаций, информирования, обращений, опросов, уведомлений посредством телефона, SMS сообщений, электронных писем, в личном кабинете и других видов связи с клиентами, в том числе с участниками азартных игр;

- предоставление сведений о клиентах, в том числе об участниках азартных игр, в случаях, установленных законодательством Российской Федерацией;

- исполнения обязанностей Общества, предусмотренных законодательством Российской Федерацией;

- иных целей, не противоречащих законодательству Российской Федерации.

2.4. В связи с трудовыми и иными непосредственно связанными с ними отношениями, в которых Общество выступает в качестве работодателя, обрабатываются персональные данные лиц, претендующих на трудоустройство в Общество, работников Общества (далее - Работники) и бывших Работников.

2.5. В связи с реализацией своих прав и обязанностей как юридического лица, Обществом обрабатываются персональные данные физических лиц, являющихся контрагентами (возможными контрагентами) Общества по гражданско-правовым договорам, персональные данные руководителей и представителей юридических лиц, персональные данные физических лиц, используемые для осуществления пропускного режима в занимаемых Обществом помещениях, а также граждан, письменно обращающихся в Общество по вопросам его деятельности (помимо лиц, указанных в [пунктах 2.3](#Par31) - [2.4](#Par54) Политики).

2.6. Общество осуществляет обработку персональных данных с использованием средств автоматизации и без использования средств автоматизации.

2.7. Обработкой персональных данных является действие или совокупность действий Общества, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу, обезличивание, блокирование, удаление, уничтожение персональных данных.

2.8. Общество не осуществляет обработку специальных категорий персональных данных.

2.9. Общество соблюдает конфиденциальность при обработке персональных данных. Право доступа к персональным данным имеют работники Общества, непосредственно осуществляющие обработку персональных данных в соответствии с возложенными на них Обществом обязанностей.

2.10. Общество вправе поручить обработку персональных данных третьим лицам. В договоры с лицами, которым Общество поручает обработку персональных данных, включаются условия, обязывающие таких лиц соблюдать предусмотренные законодательством требования к обработке и защите персональных данных.

2.11. Общество осуществляет хранение персональных данных в форме, позволяющей определить субъекта персональных данных, не дольше чем этого требуют цели обработки персональных данных, если срок хранения не установлен федеральным законом, договором, стороной которого, выгодоприобретателем по которому является субъект персональных данных.

2.12. Обработка персональных данных в целях продвижения услуг на рынке путем осуществления прямых контактов с потенциальным потребителем с помощью средств связи допускается только при условии предварительного согласия субъекта персональных данных.

2.13. Обработка персональных данных осуществляется Обществом с соблюдением принципов и правил, предусмотренных Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных», настоящей Политикой, а также с согласия субъекта персональных данных на обработку персональных данных для достижения целей, предусмотренных настоящей Политикой.

2.14. Общество предоставляет обрабатываемые им персональные данные государственным органам и организациям, имеющим, в соответствии с федеральными законами и иными нормативными правовыми актами Российской Федерации, право на получение соответствующих персональных данных.

**3. Принципы обеспечения безопасности персональных данных**

3.1. Для обеспечения безопасности персональных данных, в частности, предотвращение несанкционированного доступа к персональным данным третьих лиц, предупреждение воздействий с целью хищения персональных данных, разрушения (уничтожения) или искажения персональных данных в процессе обработки, Общество руководствуется принципами:

- законности (защита персональных данных осуществляется в соответствии с действующим законодательством Российской Федерации)

- системности (обработка персональных данных осуществляется с учетом всех взаимосвязанных, взаимодействующих и изменяющихся во времени элементов, условий и факторов);

- непрерывности (защита персональных данных обеспечивается на всех этапах их обработки);

- своевременности (меры, обеспечивающие надлежащий уровень безопасности персональных данных, принимаются до начала их обработки);

- персональной ответственности (ответственность за обеспечение безопасности персональных данных возлагается на Работников в пределах их обязанностей, связанных с обработкой и защитой персональных данных);

- минимизации прав доступа (доступ к персональным данным предоставляется Работникам только в объеме, необходимом для выполнения их должностных обязанностей);

- технической реализуемостью (уровень мер по защите персональных данных определяется современным уровнем развития информационных технологий и средств защиты информации).

**4. Меры, направленные на обеспечение выполнения обязанностей по обработке персональных данных.**

4.1. Общество принимает правовые, организационные и технические меры для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения, а также от иных неправомерных действий в отношении персональных данных. Обеспечение безопасности персональных данных достигается, в частности, следующими способами:

- назначением ответственного за организацию обработки персональных данных;

- осуществлением внутреннего контроля и (или) аудита соответствия обработки персональных данных Федеральному закону от 27.07.2006 № 152-ФЗ «О персональных данных» и принятым в соответствии с ним нормативным правовым актам, требованиям к защите персональных данных, локальным актам Общества;

- ознакомлением работников Общества, непосредственно осуществляющих обработку персональных данных, с положениями законодательства Российской Федерации о персональных данных, в том числе требованиями к защите персональных данных, локальными актами Общества по вопросам обработки персональных данных, и (или) обучение указанных работников;

- определением угроз безопасности персональных данных при их обработке в информационных системах персональных данных;

- применением организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных, необходимых для выполнения требований к защите персональных данных, исполнение которых обеспечивает установленные Правительством Российской Федерации уровни защищенности персональных данных;

- оценкой эффективности принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы персональных данных;

- учетом машинных носителей персональных данных;

- обнаружением фактов несанкционированного доступа к персональным данным и принятием мер;

- восстановлением персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;

- установлением правил доступа к персональным данным, обрабатываемым в информационной системе персональных данных, а также обеспечением регистрации и учета всех действий, совершаемых с персональными данными в информационной системе персональных данных;

- контролем за принимаемыми мерами по обеспечению безопасности персональных данных и уровня защищенности информационных систем персональных данных.

**5. Сведения о реализуемых требованиях к защите персональных данных.**

5.1. В целях исполнения требований, связанных с защитой персональных данных в Обществе:

- организуется и соблюдается режим обеспечения безопасности помещений, в которых размещена информационная система, препятствующего возможности неконтролируемого проникновения или пребывания в этих помещениях лиц, не имеющих права доступа в эти помещения;

- обеспечивается сохранность носителей персональных данных;

- утвержден перечень лиц, доступ которых к персональным данным, обрабатываемым в информационной системе, необходим для выполнения ими служебных (трудовых) обязанностей;

- используются средства защиты информации, прошедших процедуру оценки соответствия требованиям законодательства Российской Федерации в области обеспечения безопасности информации, в случае, когда применение таких средств необходимо для нейтрализации актуальных угроз;

- назначено должностное лицо (работник), ответственный за обеспечение безопасности персональных данных в информационной системе.

**6. Права субъекта персональных данных.**

6.1. Субъект персональных данных имеет право на получение следующих сведений:

- подтверждение факта обработки персональных данных Обществом;

- правовые основания и цели обработки персональных данных;

- цели и применяемые Обществом способы обработки персональных данных;

- наименование и место нахождения Общества, сведения о лицах (за исключением Работников Общества), которые имеют доступ к персональным данным или которым могут быть раскрыты персональные данные на основании договора с Обществом или на основании федерального закона;

- обрабатываемые персональные данные, относящиеся к соответствующему субъекту персональных данных, источник их получения;

- сроки обработки персональных данных, в том числе сроки их хранения;

- наименование или фамилию, имя, отчество и адрес лица, осуществляющего обработку персональных данных по поручению Общества, если обработка поручена или будет поручена такому лицу;

- иные сведения, предусмотренные Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных» или другими федеральными законами.

6.2. Право субъекта персональных данных на доступ к его персональным данным может быть ограничено в соответствии с федеральными законами, в том числе если:

- обработка персональных данных осуществляется в соответствии с [законодательством](consultantplus://offline/ref=5EF877EF97ABCCCC69F7C220FA90AF0A422FC5FBB643402009BC7C2E40Q7yDQ) о противодействии легализации (отмыванию) доходов, полученных преступным путем, и финансированию терроризма;

- доступ субъекта персональных данных к его персональным данным нарушает права и законные интересы третьих лиц.

6.3. Субъект персональных данных вправе требовать от Общества уточнения его персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки.

6.4. Сведения, указанные в пункте 5.1. настоящей Политики, предоставляются субъекту персональных данных или его представителю Обществом при обращении либо при получении запроса субъекта персональных данных или его представителя. Запрос должен соответствовать требованиям Федерального закона от 27.07.2006 № 152-ФЗ «О персональных данных».

**7. Обязанности субъекта персональных данных.**

7.1. Субъект персональных данных обязан сообщать об изменении его персональных данных. В случае непредставления субъектом персональных данных изменений в персональные данные, Общество не несет ответственности перед субъектом персональных данных за свои действия или бездействия, связанные обработкой персональных данных субъекта персональных данных.

**8. Заключительные положения**

8.1. Настоящая Политика является общедоступным документом Общества.

8.2. Настоящая политика может быть изменена Обществом, изменения вступают в силу со дня их утверждения Обществом.

Приложение №6

к Приказу № 24 от 26.05.2017 г.

(в редакции приказа №27 от 08.12.2017 г.)

**Согласие на обработку персональных данных участника азартных игр**

Даю свое согласие обществу с ограниченной ответственностью «Леон», (далее – ООО «Леон»), ОГРН 1117746832367, место нахождения: 123290, г. Москва, шоссе Шелепихинское, дом 11, корпус 2, цоколь/I/24 на обработку моих персональных данных (фамилии, имени, отчества, даты рождения, гражданства, реквизитов документа, удостоверяющего личность (вид, серия, номер, дата выдачи, наименование органа, выдавшего документ, код подразделения органа, выдавшего документ), адреса регистрации в Российской Федерации, ИНН, номера мобильного телефона, адреса электронной почты) в соответствии с настоящим согласием, подтверждаю их достоверность и обязуюсь незамедлительно сообщать об их изменениях.

Представляю ООО «Леон» право осуществлять все действия (операции) с моими персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), в том числе третьим лицам, обезличивание, блокирование, удаление, уничтожение.

Подтверждаю, что мне исполнилось 18 лет, я действую от собственного имени и в своих интересах, у меня отсутствуют бенефициарные владельцы и выгодоприобретатели, я не являюсь иностранным публичным должностным лицом, должностным лицом публичных международных организаций, лицом, замещающего (занимающего) государственные должности Российской Федерации, должности членов Совета директоров Центрального банка Российской Федерации, должности федеральной государственной службы, должности в Центральном банке Российской Федерации, государственных корпорациях и иных организациях, созданных Российской Федерацией на основании федеральных законов, включенные в перечни должностей, определяемые Президентом Российской Федерации, также по отношению к указанным лицам не являюсь их супругами, близкими родственниками, полнородными и неполнородными братьями и сестрами, усыновителями и усыновленными.

Настоящим, даю согласие на обработку персональных данных с целью:

- идентификации и регистрации как участника азартных игр в ООО «Леон»;

- участия в бонусной программе ООО «Леон»;

- получения и использования карты участника азартной игры, обменных знаков, бонусной (накопительной) карты участника азартных игр в ООО «Леон»;

- совершения ставок, интерактивных ставок, учета переводов интерактивных ставок в ООО «Леон»;

- получения выигрышей, осуществления переводов выигрышей, полученных по интерактивным ставкам;

- осуществления консультаций, информирования, обращений, опросов, уведомлений посредством телефона, SMS сообщений, электронных писем, в личном кабинете и других видов связи;

- ведения ООО «Леон» учета участников азартных игр, совершивших ставки на официальные спортивные соревнования;

- предоставление сведений, в случаях, установленных законодательством Российской Федерацией;

- иных целей, не противоречащих законодательству Российской Федерации.

Настоящим, даю согласие на обработку моих персональных данных автоматизированным и неавтоматизированным способом.

Настоящим даю согласие на передачу моих персональных данных и обработки любым способом:

- саморегулируемой организации, членом которой является ООО «Леон», в частности, саморегулируемую организацию «Ассоциация букмекерских контор» (ИНН 1655259310, адрес: г. Москва, Новопресненский пер., д. 3, ком. 6);

- КИВИ Банк (АО) (ИНН 3123011520, адрес: г. Москва, мкр. Чертаново Северное, д.1А, корп.1);

- ФНС России в целях исполнения обязанности налогового агента по уплате НДФЛ с дохода в виде выигрышей;

- в уполномоченный федеральный орган исполнительной власти, осуществляющий государственный надзор в области организации в целях предоставления данных учета участников азартных игр в букмекерских конторах и тотализаторах, а также в целях информирования о выигрышах, выплаченных или подлежащих выплате по результатам пари, заключенных на официальные спортивные соревнования, завершившихся с наименее вероятным результатом или исходом;

- в общероссийские спортивные федерации по соответствующему виду спорта в целях информирования о выигрышах, выплаченных или подлежащих выплате по результатам пари, заключенных на официальные спортивные соревнования, завершившихся с наименее вероятным результатом или исходом;

- банкам, небанковским кредитным организациям, платежным агентам в целях зачисления, перевода денежных средств, электронных денежных средств;

- иным лицам, в целях их обработки, в случаях предусмотренных действующим законодательством.

Согласие на обработку персональных данных действует бессрочно со дня дачи настоящего согласия и может быть отозвано путем направления соответствующего заявления в ООО «Леон».